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1. O6Lwue nonoxeHus
1.1. HasHayeHne n obnacTb NPUMEHeHUs1 JOKYMeHTa

Hactosiwaa Moaenb yrpo3 6e3onacHocTn nHdopmaumn (ganee — Mogenb yrpos)
pa3paboTaHa Ansa aBToMaTu3npoBaHHOM cuctembl «KpeantHeli KoHBenepy» (aanee —
AC «KpeanTtHbin KoHsenep» nnum Cuctema) Obuectsa ¢ orpaHU4eHHOM
OTBETCTBEHHOCTbIO «VIHHOBaUMOHHbIE PMHAHCOBLIE TexHonormny (ganee — OO0
«NDT»).

[IOKyMEeHT ycTaHaBnMBaeT NepeyeHb akTyanbHbIX Yrpo3 6e3onacHocTy nHdopmMaumu,
obpabaTtbiBaemon B Cucteme, onmcbiBaeT BO3MOXHbIE CLEHAPUKN UX peanusauuu,
Mogernb NoTEHUManbHOro HapyLmnTens nu SBNsSeTca OCHOBOW Ansa hopMmnpoBaHus
TexHn4eckoro 3agaHus Ha co3gaHue CUCTEMbI 3aluUTbl MHOpPMaUun 1 paspaboTkm
opraHn3auMoHHO-pacnopaaNTeNbHOM JOKYMEHTaUun.

1.2. HopmaTuBHO-nNpaBoBas 6a3a
e 3akoH Pecnybnukn benapycbk ot 10.11.2008 Ne 455-3 «O6 nHdopmauuu,
nHopMaTmn3aLMn 1 3alumnTe NHopmaLmny.
e [lpukas OnepaTuBHO-aHaANUTMYECKOro LieHTpa npu MNpeanaeHte Pecnybnukm
Benapycb o1 10.12.2024 Ne 259.

e CTb 34.101.30-2017 «HPOpMaLmMOHHbIE TEXHONOIMN U Be3onacHocTb. MeToabl
n cpegctea 6esonacHocTn. Knaccndmkaumsa nHOPMaUNOHHBIX CUCTEMY.

1.3. Ucnonb3yemasn metoaonorus

Hactoswaa Mogenb yrpo3 paspabotaHa ¢ yyetom TpeboBaHmii [NonoxeHns o nopsiake
atTecTauum cUcTeM s3awmTbl MHopmMmaumn. [Ana ngeHtngukaumm, knaccndpukaummn m
AeTtanu3sauun cnocoboB 1 TEXHWK peannsaumm atak ucnonb3yetcs 6asa 3HaHnin MITRE
ATT&CK for Enterprise v15, kak Hanbonee nonHas v NpM3HaHHast B MeXAyHapoaHOM
npakTtuke. Npyn 4OKYMEHTUPOBaHUM Yrpo3 NPUBOAUTCSA COMOCTaBIIEHNE C KaTarnorom
yrpo3 6esonacHocTtn nHgopmaumm CTIK Poccum ana obecneveHnsa cooTBETCTBUA
nogxogam perynsropa.

2. OnnucaHue 1 XxapakTepuUCTUKN 06 beKTa 3alMUThbl
2.1. HasHauyeHue n apxutektypa AC «KpeautHbin KoHBenep»

AC «KpeantHbin KoHBenep» npegHasHaveHa anst asTomaTusaumm npouecca
pPacCMOTPEHMUS 1 Bbl4a4n OHMaH-3aNMOB 41151 CyObEKTOB Marnoro u cpeaHero
npegnpuHumaTenscTBa. Cuctema oTHeceHa K krnaccy 3-ton (06paboTka KOMMeEpPYECKON
TanHbl) 1 3-MH (06paboTka NepcoHasibHbIX AaHHbIX).

ApxuTekTypa CUCTEMbI BKIHOYAET TP OCHOBHbLIX KOMMOHEHTA:

« Beb-cepBep: Ob6pabaTtbiBaeT 3anpockl OT Nonb3oBaTenen Yepes nyoenmyHbIv
BeG-MHTEpPENC, pacnonoxeH B AgeMmunmtapmsoBaHHom 3oHe (DMZ).

o CepBep npunoxeHun: PeanusyeT BM3HEC-NOMKY CUCTEMBI, BKIOYast
CKOPWHIoBYI0 Mofenb. PacrnonoXxeH Bo BHYTPEHHEN CETH.

o CepBep 6a3 gaHHbIx (CYB[): XpaHUT BCIO MHPOPMALIMIO O KITMEHTAX, 3asiBKax
n goroBopax. PacnonoxeH B 3alUMLLEHHOM CErMeHTE BHYTPEHHEN ceTun.



2.2. Kputu4iHble NH(pOpPMaALMOHHbIE aKTUBbLI
1. MNMepcoHanbHbIe AaHHbIe kKnueHToB: PO, nacnopTHble AaHHbIE, KOHTaKTHas
MHopmauus, ceegeHns 0 PMHaAHCOBOM MOSTOXKEHUN.

2. Kommepueckasa tanHa OO0 «UDPT»: AnropntmMbl CKOPUHIOBOW MOAENN,
BHYTPEHHSAS (PUHAHCOBAst OTYETHOCTb.

3. HaHHble 0 3asiBKax u goroBopax: MHpopmauma o cymmax, Cpokax u ycrnoBmusax
3a1MOoB, ABnsaowancs 6aHKOBCKOM 1 KOMMEPYECKOW TaNHOW KIMEHTOB.

2.3. UHhopmauMoHHbIe NOTOKM N TOYKM BXoAaa
 BHewHUe TOYKM BXxoaa:

o Beb6-untepdeiic ans knueHTos (https://credit.ift.by).

o KopnopaTuBHbIN NOYTOBLIN CepBEp.

o VPN-wnto3 ana yganeHHoro octyna agMUHUCTPaToOpPOB.
e BHyTpeHHMe TOUYKM BXxopAa:

o APM coTpyaHUKOB KpeanTHOro otaena, MMeroLmnx OCTyn K cepBepy
NPUIOXEHNN.

o APM agmuHuctpatopoB CucTemsl.

3. OnucaHue HeraTUBHbIX NOCNeACTBUN
3.1. NMocneacTBusa ansA cy6bEKTOB NepCOHaNbHbIX AaHHbIX

Peanusaums yrpo3 MoXXeT NPMBECTU K yTEeYKEe NEPCOHarnbHbIX U (PMHAHCOBbLIX AaHHbIX
KMMEHTOB, YTO NoBreYeT 3a cobo MX UCNOb30BaHME B MOLLUEHHUYECKUX CXemax,
chrHaHCOBbIE NOTEPU U HApYLUEHUE MX 3aKOHHBIX NpaB 1 cBobop.

3.2. Nocneacteua ana 000 «ADPT» (onepaTtopa)
e [psamMon cdomHaHCcoOBbLIN ywep6: XuiieHne cpeacTs, BbinnaTa Bbikyna
3MN0yMblILLAEHHNKaM, WwTpadbl perynatopoB (HaumoHanbHbi 6aHk, OALL).
« PenyTtaumoHHbIN yuwep6: MNoTeps goBepus KNMEHTOB U NApPTHEPOB, CHWXKEHME
PLIHOYHOM 0NN,
e OnepaunoHHbIN ywep6: NprnocTaHoBKa OCHOBHOWN OEeATENBHOCTH (Bblgaun
3a1MOB) 13-3a HapyLleHna paboTocnocobHocTn Cuctemsl.

3.3. MocneacrTeua ans rocyaapcrea

HapyweHune ctabunbHOCTM hMHAHCOBOrO CEKTOpa B Cly4ae MacCoBOro MHLMAOEHTA,
NOAPbLIB AOBEPUS rpaxaaH K LMPOBbIM (OUHAHCOBbLIM yCIyram.

4. Mopenb HapywuTens
4.1. BHewHun HapywuTenb (CpeaHUin noTeHuman)
e MoTuBauusa: PrvHaHcoBas Bbiroga (Npoaaxa AaHHbIX, BbIMOraTenbCTBO),
NPOMBILLIEHHbIN LUMUOHAX.
o« OcBepomneHHocTb: OcBegomneH o6 obLenocTynHon nHpopmauum o
KOMMaHWW, MOXeT NPOBOAUTL aKTUBHYIO pa3Beaky.
e WHcTpymeHTapuu: VicnonbsyeTt obLLeaoCTyMHbIE N KOMMEpYeckue
WMHCTPYMEHTbI AN CKaHMPOBaHUSA, aKcnryataumm yassmmocten (Metasploit),



counanbHOn nHxeHepuun. MoxeT aBNATLCA YNeHOM KnbepnpecTynHom
rpPynnMpOBKM.

o Touku poctyna: Ny6nnyHbIn BED-MHTEPGENC, KOpNopaTUBHaA no4ra.

4.2. BHyTpeHHUM HapywuTenb (HU3KMn/cpegHuUn noteHuman)
e MoTuBauusa: HenpegHamepeHHble gencTeus (owmbku, nepexoq no

(PULLMHIOBLIM CCbIflkaM), IMYHasa HeNpus3Hb, (hrHaHcoBas Bbiroda (Nnpogaxa

AAHHbIX KOHKypeHTam).

e« OcBepgomneHHocTb: O6nagaeTt 3HAHNAMN O BHYTPEHHEN CTPYKTYPE CETH,
ObusHec-npoueccax un ncnonbdyemom NMO. NmeeT neranbHbIN 4OCTYN K
cermMeHTam ceTu.

e WHcTpymeHTapum: Vicnonbayet wratHble cpefctea OC, nermTUMHbIE ydYeTHbIE
AaHHble. MoxeT ncnonb3oBaTtb NPOCTbIE BPE4OHOCHbIE CKPUNTLI.

o Touku poctyna: Paboune ctaHummn (APM).

5. NMepeyeHb aKkTyanbHbIX Yrpo3 U CLEeHapueB UX peanusauum
5.1. CueHapuu N21: LleneBas ataka ¢ ucnonb3oBaHueM nporpamMmbi-BbIMoOraTens

e Lenb HapywuTtens: LLUndpoBaHne 6a3bl AaHHbIX KITMEHTOB 1 CEPBEPOB A4
nosly4eHusi Bbikyna.

e OnucaHue: BHeLWHWI HApyLUMTENDb NPOHMKAET B CETb Yepe3 PULLMHIOBOE
NUCbMO, 3aKpennsaeTcs B CUCTEMe, NOBbILLAET NPUBUMErnKN, pacrnpoCcTpaHaeTCcs
Ha cepep CYB n wndgpyeTt KpUTUYHbIE AAHHbIE.

TakTuka TexHuKa OnucaHue peanusauuu B CoOTBETCTRUE
(MITRE (MITRE AC «KpeauTHbIN ®CTIK/OALL
ATT&CK) ATT&CK) KoHBenep»
CoTpyaHWK KpeanTHOro
oTgena nory4yaeT NUCbMO,
. T1566.002: 3amMacknpoBaHHoe nop
Initial .
Spearphishing 3anpoc OT perynaropa, co YBWN.123
Access . y g
Link CCbISTKON Ha BPEAOHOCHbIN
CaWT, C KOTOPOro
3arpyxaetcs BlMO.
CoTpyaHuK OTKpbIBaeT
3arpyXeHHbln cainsn
Execution | 11204.002: (Hanpumep, ¢ YBI.078
Malicious File MaKpOCOM), UHULMMPYS
BbINOSTHEHNE
BPEeAOHOCHOro KoAa.
BIMO cospaet 3agady B
T1053.005: lMnaHuposLmKke 3agaHnm
Persistence Scheduled Windows ans YBWN.105
Task obecnevyeHns aBTo3anycka
nocne nepesarpyskn APM.




BIMO ucnonbayet
WHCTPYMEHT Tuna
LSASS P YBW.031
Access namsTtu npouecca LSASS
Memory ha
CKOMMPOMETUPOBAHHOM
APM.
Mcnonb3ys noxuLLeHHble
T1021.001: yYeTHble AaHHble
Lateral Remote agMuUHUCTpaTopa, VEM.098
Movement Desktop HapyLwuTenb
Protocol noakntodaeTcs no RDP k
cepBepy NPUNoXeHUn.
C cepBepa npunoxeHum
HapywmTenb nony4vaer
T1486: Data poctyn Kk cepsepy CYB[ un
Impact Encrypted for 3anyckaeTt YBI.041
Impact LU ppoBanbLUMK, KOTOPbIN
wndppyeT dannbl 6a3sbl
AaHHbIX.

5.2. CueHapui No2: XuweHue 6a3bl AaHHbIX KIIMEHTOB C LefNbI0 NpoaaXu
e Lenb HapywuTtensa: SkchunbTpaums (BbiBoa) 6a3bl JaHHbIX KIMMEHTOB A8
nocnegyoLwen Npoaaxn Ha TeHeBbIX dopyMmax.
e OnwucaHue: BHewHWI HapyLwnTenb aKkcnnyaTupyeT ya3BUMOCTb B BED-
npunoxeHun, nonyvaet goctyn Kk CYB[], cobupaeT AaHHbIE N CKPLITHO BLIBOAUT
nx U3 nepumeTpa.

TakTuka TexHuka OnucaHue peanusauuu B CooTBETCTBME
(MITRE (MITRE AC «KpeauTHbIN ®CTIK/OAL
ATT&CK) ATT&CK) KoHBenep»
T1190: HapywuTens HaxoguT u
Initial Exploit akcnnyaTupyeT ya3BUMOCTb
Public- Tnna SQL-nHbekuma B YBWN.081
Access .
Facing dopme aBTOopU3aLnmn Ha
Application caunte .
MonyunB goctyn K Be6-
T1046: cepBepy, HapywuTenb
Discovery Netw_ork CKaHMpyeT BHYTPEHHIO VEI.064
Service ceTb Ans obHapyXeHus
Discovery cepepa CYB[ (nopt 5432
ans PostgreSQL).




HapywwuTtenb BbinonHaeT
npsmble SQL-3anpochkl K
T1005: Data ©as3e gaHHbIX Ans

Collection from Local n3BnevyeHus Tabnuu c YBWN.017
System nepcoHanbHbIMU AaHHLIMA
KITMEHTOB U (hOpMMpPOBaHUS
aamna.

[ns ynpaeneHus u
nepenayv AaHHbIX

T1071.001: HapyLmMTens ncnonbayeT
Command Web CKPbITbIN KaHan cBA3N, VEW.024
& Control Protocols Mackunpys Tpaduk noa '
(HTTPS) nermntTumMHeii HTTPS-
Tpaduk k cBoemy C2-
cepBepy.
T1041: [amn 6a3bl AaHHbIX

T nepeaaeTcs no
Exfiltration | Cditration yCTaHoBMeHHoMy C2- YBW.070

Over C2
KaHany Ha cepsep

Channel
3110yMbILLUSIEHHMKA.
[lna cokpblTua cnenos
HapywuTenb yaansaet
Defense T1070.004: N
Evasion File Deletion BpeMeHHble dhannbl (aamn YBWN.051

B) v oumwaet noru Beb-
cepBepa.

6. OueHKa akTyanbLHOCTU Yrpos

Yrpo3a npu3HaeTcs akTyanbHOW, ecnn Ans Hee CyLLeCcTBYeT XOTS Obl OAWH
peariMCTUYHbIN CLeHapuin, COOTBETCTBYHIOLLMIA MOAENN HApYLUMTENSA U NPUBOLSALLMN K
3HAYMMbIM HEraTUBHbLIM MOCNEACTBUSAM.

BeposaTHO
Yrpo3sa CLeHabWiA CTb MoTteHuunanb CraTve
(0606LeHHO) Henap peanu3ay HbIN ywep6 y

um
Sapaxene BMO- | oo . | AKTYANb
LWNdopoBanbLUNKO Bbicokas Kputunyeckuun
" Ne1 HA
HecaHKUMONMPOB || v oo . AKTYAIb
HHbIW JOCTYN K CpepHsas Bbicokun
M Ne2 HA




Tpebyet
dom3nyecko
ro gocrtyna
Ha aTane
NOCTaBKMW. HE
Huskas Kpntnueckun | AKTYAJb
COOTBETCTB HA

yet
mMogenm
HapyLwmTen
A.

BHeopeHune
annapaTHbIX He
3aknagok

7. CBAasb yrpos3 ¢ MmepamMmum n cpeacreBamMmm 3allnThbl

Hwxe npeacraeneHa Tabnuvua cCOOTBETCTBUS akTyanbHbIX TEXHWUK aTak BHEAPSEMbIM
Mepam U CPeACcTBaM 3alUMTbl U OBHapYKEHMSI.

TexHuka Mepa 3awmThbl MeTo BHeabsieMoe
(MITRE (MpoTuBoaencTBMU o6|-|ap‘ KEHUS emp‘eﬂue
ATT&CK) e) Py P
Ananms Email Security
O6yyeHne 3arofoBKoB MOYTHI ||~ .
T1566.002: nonb3oBartenen; CpabartbiBaHue Y
. [Mporpammbl
Spearphishin dunbTpauus npaBun Ha LWno3e
. NOBbILLIEHMS
g Link noyThbl; MecoyHmua 6esonacHocTy;
0OCBELOMSIEHHOCT
ANS CCbIMOK. OnoselleHus ot ”
nosib3oBaTesiemn. )
VI30MSILnSt VYETHBIX MoHUTOPUHT Endpoint
T1003.001: aHHbII)-l( (C?ledential aoctyna K Detection and
LSASS guard)' 3awma npou,eccy Response (EDR)
Memory , Sald @; lMoBeneH4yecknmn C moaynem
npoueccoB LSA.
aHanus EDR. 3alnTbl NaMATK.
T1190: Ananus MOHUTOPUHT
Exploit 3alUNLLEHHOCTH noros; Npasuna Web Application
Public- koga (SAST/DAST); Koppensaumu Ha Firewall (WAF);
Facing Banunpauusa aHomarnbHble SQL- SIEM-cuctema.
Application BXOAHbIX OaHHbIX. 3anpochbl.
AHanns ceTteBoro gf:jgﬁj;';”e MexceTeBou
T1041: Tpadmka (DPI); 3KpaH HOBOro
. . ceTeBOM Tpaduke
Exfiltration Bnokunposka C2- (0Bbem NOKONeHns
Over C2 CepBepoB Mo ’ _ (NGFW); Network
PerynsapHocTb); . :
Channel penyTaunoHHbIM Traffic Analysis
MoHuTopuHr DNS-
CrcKam. (NTA).

3anpocos.




8. Nopsaok nepecMoTpa U akTyanmMsauuv Moaenu yrpo3s

HacTtoswaa Mogenb yrpo3 noanexuT obssaTtenbsHOMy NepecMoTpy M akTyanusaumm B
crnenyrLLmMX crydasx:

« [lnaHoBO — He pexe oaHOro pasa B rof.

e BHennaHoBoO — npu 3HaunTENbHbIX N3MeHeHusIX B apxutektype AC «KpeauTHbIn
KoHBenep», NOsIBNEHNN HOBbIX BEKTOPOB aTak U no pesynbtaTtam
paccnegoBaHus nHumaeHTtos Ub.

[JoKkymeHT pa3paboTaH:
HavanbHuk otoena Vb
000 «NDT» A.lN. Cngopos
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